Verwerkersovereenkomst 
ONDERGETEKENDEN:  

de besloten vennootschap met beperkte aansprakelijkheid [naam], statutair gevestigd te [plaats], kantoorhoudende te ([postcode]) [plaats] aan het adres [adres], ingeschreven in het handelsregister van de Kamer van Koophandel onder nummer [KvK-nummer] en te dezen rechtsgeldig vertegenwoordigd door [naam], hierna te noemen: “Verwerkingsverantwoordelijke” 

en

de besloten vennootschap met beperkte aansprakelijkheid [naam], statutair gevestigd te [plaats], kantoorhoudende te ([postcode]) [plaats] aan het adres [adres], ingeschreven in het handelsregister van de Kamer van Koophandel onder nummer [KvK-nummer] en te dezen rechtsgeldig vertegenwoordigd door [naam], hierna te noemen: “Verwerker” 

OVERWEGENDE DAT:
a) Partijen op [datum] een overeenkomst hebben gesloten met betrekking tot de levering en afname van [omschrijving dienst/product] van Verwerker (hierna te noemen: de “Overeenkomst”); 
b) in het kader van de uitvoering van de Overeenkomst, Verwerker ten behoeve van Verwerkingsverantwoordelijke persoonsgegevens verwerkt in de zin van de Wbp en de AVG; 
c) Verwerkingsverantwoordelijke in dat kader wordt aangemerkt als “Verantwoordelijke” in de zin van de Wbp en als “Verwerkingsverantwoordelijke” in de zin van de AVG en dat Verwerker moet worden beschouwd als “Bewerker” in de zin van de Wbp en “Verwerker” in de zin van de AVG;

d) Op grond van de Wbp (en vanaf 25 mei 2018 de AVG) Verwerkingsverantwoordelijke gehouden is een Verwerkersovereenkomst te sluiten met de Verwerker en dat deze overeenkomst (hierna: de “Verwerkersovereenkomst”) is aan te merken als verwerkersovereenkomst in de zin van artikel 14 lid 2 Wbp en artikel 28 lid 3 AVG.
VERKLAREN ALS VOLGT TE ZIJN OVEREENGEKOMEN:  
Artikel 1 
Definities
AP




Autoriteit Persoonsgegevens.
AVG
Verordening (EU) 2016/679 van het Europees Parlement en de Raad van 27 april 2016 betreffende de bescherming van natuurlijke personen in verband met de Verwerking van Persoonsgegevens en betreffende het vrije verkeer van die gegevens en tot intrekking van Richtlijn 95/46/EG (algemene verordening gegevensbescherming). 

Bestand 
Elk gestructureerd geheel van Persoonsgegevens (zowel op papier als digitaal ongeacht of dit geheel van gegevens gecentraliseerd is of verspreid is op een functioneel of geografisch bepaalde wijze), die volgens bepaalde criteria toegankelijk is en betrekking heeft op verschillende natuurlijke personen. Vanaf 25 mei 2018 geldt de definitie zoals deze is opgenomen in de AVG.

Betrokkene 



De betrokkene in de zin van de Wbp en de AVG. 

Beveiligingsincident
Een inbreuk op de beveiliging van Persoonsgegevens waarvan tot 25 mei 2018 nog moet worden vastgesteld of deze leidt tot de aanzienlijke kans op ernstige nadelige gevolgen, dan wel ernstige nadelige gevolgen heeft voor de bescherming van Persoonsgegevens. Vanaf 25 mei 2018 geldt: een inbreuk op de beveiliging die per ongeluk of op onrechtmatige wijze leidt tot vernietiging, het verlies, de wijziging of de ongeoorloofde verstrekking van of de ongeoorloofde toegang tot doorgezonden, opgeslagen of anderszins verwerkte gegevens, waarbij nog moet worden vastgesteld of de inbreuk een risico inhoudt voor de rechten en vrijheden van natuurlijke personen.
Verwerker
De bewerker in de zin van de Wbp en de verwerker in de zin van de AVG. 
Verwerkersovereenkomst
Deze Verwerkersovereenkomst, die onverbrekelijk deel uitmaakt van de Overeenkomst, inclusief overwegingen en Bijlagen.

Datalek 
Een inbreuk op de beveiliging van Persoonsgegevens die tot 25 mei 2018 leidt tot de aanzienlijke kans op ernstige nadelige gevolgen, dan wel ernstige nadelige gevolgen heeft voor de bescherming  van Persoonsgegevens die door hem worden verwerkt. Vanaf 25 mei 2018 geldt: een inbreuk op de beveiliging van Persoonsgegevens die leidt tot een risico voor de rechten en vrijheden van natuurlijke personen.
FG 
Functionaris Gegevensbescherming als bedoeld in artikel 62 van de Wbp en afdeling 4 van de AVG.

Partij




Verantwoordelijke of Verwerker.
Partijen



Verantwoordelijke en Verwerker gezamenlijk.
Persoonsgegeven 
Elk gegeven betreffende een geïdentificeerde of identificeerbare natuurlijke persoon.
Subverwerker
De derde die door Verwerker wordt ingeschakeld om ten behoeve van Verwerker Persoonsgegevens te Verwerken, zonder aan het rechtstreeks gezag van Verwerker te  zijn onderworpen.

Verwerkingsverantwoordelijke
De verantwoordelijke voor de Verwerking in de zin van de Wbp en de verwerkingsverantwoordelijke in de zin van de AVG.
Verwerken/Verwerking
Elke handeling of elk geheel van handelingen met betrekking tot Persoonsgegevens, waaronder in ieder geval het verzamelen, vastleggen, ordenen,  bewaren, bijwerken,  wijzigen, opvragen,  raadplegen,  gebruiken, verstrekken door middel van doorzending, verspreiding of enige andere vorm van terbeschikkingstelling, samenbrengen, met elkaar in verband brengen, alsmede het afschermen, uitwissen of vernietigen van Persoonsgegevens.

Wbp 




Wet bescherming persoonsgegevens.

Artikel 2
Onderwerp van de Verwerkersovereenkomst 

2.1 In deze Verwerkersovereenkomst gelden de hiervoor opgenomen definities. 
2.2 In Bijlage 1 worden het soort Persoonsgegevens en de categorieën van Betrokkenen omschreven. Deze beschrijving wordt geacht onderdeel uit te maken van deze Verwerkersovereenkomst.

Artikel 3 
Informatie-uitwisseling 

3.1 Partijen zijn gehouden elkaar te informeren over feiten waarvan zij redelijkerwijze kunnen verwachten dat deze invloed hebben op de Verwerking van Persoonsgegevens door de andere Partij. 
Artikel 4
Verplichtingen van Verwerker 

4.1 Verwerker verwerkt Persoonsgegevens op basis van deze Verwerkersovereenkomst alleen ten behoeve van Verwerkingsverantwoordelijke en Verwerker zal zich daarbij houden aan de Wbp, de AVG en andere toepasselijke wettelijke regels omtrent privacy en bescherming van Persoonsgegevens.
4.2 Verwerker is gehouden de Persoonsgegevens uitsluitend te Verwerken voor zover noodzakelijk in het kader van de uitvoering van de Overeenkomst.   

4.3 Verwerker stelt Verwerkingsverantwoordelijke te allen tijde in staat binnen de wettelijke termijnen te voldoen aan de verplichtingen op grond van de Wbp en de AVG, meer in het bijzonder de rechten van Betrokkenen, zoals, maar niet beperkt tot, een verzoek om inzage, verbetering, aanvulling, verwijdering, overdraagbaarheid of afscherming van Persoonsgegevens en het uitvoeren van een gehonoreerd aangetekend bezwaar. 
4.4 Verwerker verwerkt Persoonsgegevens slechts op basis van schriftelijke instructies van de Verwerkingsverantwoordelijke, behoudens afwijkende wettelijke verplichtingen en behoudens de bevoegdheid die Verwerker heeft om bij de uitvoering van deze Verwerkersovereenkomst zelfstandig technische en organisatorische aspecten van de Verwerking van Persoonsgegevens te bepalen. 
4.5 Verwerker zal op eerste verzoek van Verwerkingsverantwoordelijke onverwijld alle van Verwerkingsverantwoordelijke afkomstige en/of in opdracht van Verwerkingsverantwoordelijke Verwerkte Persoonsgegevens of kopieën daarvan met betrekking tot deze Verwerkersovereenkomst aan Verwerkingsverantwoordelijke ter hand stellen of vernietigen. Verwerker is gehouden hiervan bewijs te overleggen aan Verwerkingsverantwoordelijke. 

4.6 De Persoonsgegevens worden slechts verwerkt door geautoriseerde medewerkers van Verwerker. Verwerker zal alleen medewerkers autoriseren waarvoor toegang tot de Persoonsgegevens strikt noodzakelijk is en die zijn gebonden aan een strikte geheimhouding met betrekking tot de Verwerking van de Persoonsgegevens of waarmee een adequate geheimhoudingsregeling is getroffen in de arbeidsovereenkomst. 
4.7 Verwerker is gehouden vanaf 25 mei 2018 op grond van artikel 30, tweede lid van de AVG, een register bij te houden waarin de door Verwerkingsverantwoordelijke voorgeschreven Verwerkingen worden beschreven.

Artikel 5
Inzet Subverwerkers

5.1 Verwerker is alleen na voorafgaande schriftelijke toestemming van Verwerkingsverantwoordelijke gerechtigd de uitvoering van de Verwerkersovereenkomst geheel of ten dele uit te besteden aan (een) Subverwerker(s). Verwerker blijft voor Verwerkingsverantwoordelijke te allen tijde aanspreekpunt en verantwoordelijk voor de naleving van de bepalingen uit deze Verwerkersovereenkomst.
5.2 Verwerker zal aan Subverwerker(s) dezelfde verplichtingen opleggen als voor haarzelf uit deze  Verwerkersovereenkomst voortvloeien,  met  name  de verplichting passende technische en organisatorische maatregelen te treffen opdat de Verwerkingen aan het bepaalde in deze Verwerkersovereenkomst en de op enige moment geldende wet- en regelgeving voldoen en Verwerker is gehouden  toe te zien op de naleving daarvan door Subverwerker(s). 
5.3 Verwerker blijft volledig aansprakelijk jegens Verwerkingsverantwoordelijke voor de gevolgen van het uitbesteden van werkzaamheden aan Subverwerker(s).
Artikel 6 
Verstrekken persoonsgegevens

6.1 Het is Verwerker niet toegestaan Persoonsgegevens aan anderen dan Verwerkingsverantwoordelijke te verstrekken, tenzij dat gebeurt op grond van een wettelijke verplichting, op schriftelijk verzoek van Verwerkingsverantwoordelijke of met diens schriftelijke toestemming. Verwerker is verplicht in geval uitvoering wordt gegeven aan een wettelijke verplichting schriftelijk aan Verwerkingsverantwoordelijke te bevestigen dat een dergelijke verstrekking heeft plaatsgevonden, waarbij de verstrekte Persoonsgegevens, de Betrokkene(n), de ontvanger(s) en het moment van verstrekking worden beschreven, tenzij de bevoegde instantie grond heeft om van Verwerker geheimhouding te eisen. Verwerkingsverantwoordelijke bewaart de informatie met betrekking tot de wettelijk verplichte verstrekking van Verwerker aan een derde zolang als dat (wettelijk) noodzakelijk is.
6.2 Indien Verwerker op grond van een wettelijke verplichting Persoonsgegevens aan een derde dient te verstrekken, zal Verwerker tevens:
a) de grondslag van het verzoek en de identiteit van de verzoeker verifiëren en onmiddellijk, voorafgaand aan de verstrekking, Verwerkingsverantwoordelijke ter zake informeren;

b) de verstrekking beperken tot hetgeen wettelijk verplicht is;

c) Verwerkingsverantwoordelijke in staat stellen de rechten van Verwerkingsverantwoordelijke en Betrokkenen uit te oefenen en de belangen van Verwerkingsverantwoordelijke en Betrokkenen te verdedigen.
6.3 Verwerker zal, tenzij zij hiervoor uitdrukkelijke voorafgaande schriftelijke toestemming heeft verkregen van Verwerkingsverantwoordelijke en voldaan wordt aan alle wettelijke vereisten, geen Persoonsgegevens opslaan in of doorgeven aan landen buiten de Europese Economische Ruimte. 

Artikel 7 
Geheimhouding 

7.1 Verwerker is gehouden tot geheimhouding van alle Persoonsgegevens en informatie die zij in het kader van deze Verwerkersovereenkomst verwerkt.
7.2 Verwerker zal in alle overeenkomsten met medewerkers van Verwerker, Subverwerker(s) en ieder ander die handelt onder de verantwoordelijkheid van Verwerker bedingen dat door die personen op overeenkomstige wijze als in dit artikel bepaald, geheimhouding zal worden betracht ten aanzien van alle Persoonsgegevens en informatie die zij in het kader van hun werkzaamheden voor Verwerker Verwerken. Verwerker staat er jegens Verwerkingsverantwoordelijke voor in dat de bedoelde bedingen door de betrokken personen zullen worden nageleefd. 
Artikel 8 
Beveiliging 

8.1 Verwerker garandeert dat zij afdoende technische en organisatorische maatregelen zal treffen om de Persoonsgegevens te beveiligen tegen verlies of tegen enige vorm van onrechtmatige Verwerking (waaronder onnodige verzameling of verdere Verwerking). Deze maatregelen zullen, rekening houdend met de stand van de techniek en de kosten van de uitvoerlegging, een passend beveiligingsniveau garanderen, gelet op de risico’s die de verwerking en de aard van de te beschermen Persoonsgegevens met zich brengen.
8.2 De voorgaande maatregelen omvatten in ieder geval:

(a) Pseudonimisering en versleuteling van Persoonsgegevens;

(b) Het vermogen om op permanente basis de vertrouwelijkheid, integriteit, beschikbaarheid en veerkracht van het verwerkingssysteem en diensten te garanderen;

(c) Het vermogen om bij een fysiek of technisch incident de beschikbaarheid van en de toegang tot de Persoonsgegevens tijdig te herstellen;

(d) Een procedure voor het op gezette tijdstippen testen, beoordelen en evalueren van de doeltreffendheid van de technische en organisatorische maatregelen ter beveiliging van de Verwerking;
(e) Maatregelen om te waarborgen dat enkel bevoegd personeel toegang heeft tot de Persoonsgegevens;

(f) Maatregelen waarbij de Verwerker zijn medewerkers en eventueel Subverwerker(s) uitsluitend toegang geeft tot Persoonsgegevens via op naam gestelde accounts, waarbij het gebruik van die accounts adequaat gelogd wordt en waarbij de betreffende accounts alleen toegang geven tot die Persoonsgegevens waartoe de toegang voor de betreffende persoon noodzakelijk is;

(g) Maatregelen om de Persoonsgegevens te beschermen tegen onopzettelijke of onrechtmatige vernietiging, onopzettelijk verlies of wijziging, onbevoegde of onrechtmatige opslag, Verwerking, toegang of openbaarmaking.
8.3 Verwerker heeft te allen tijde een passend, geschreven beveiligingsbeleid conform ISO[nummer] geïmplementeerd voor de Verwerking van Persoonsgegevens, waarin in ieder geval de in artikel 8.2 genoemde maatregelen uiteen zijn gezet.

Artikel 9 
Beveiligingsincident / Datalek 

9.1 Wanneer zich een Beveiligingsincident of een Datalek voordoet bij Verwerker en/of bij een door Verwerker ingeschakelde Subverwerker of derde partij, meldt Verwerker het Beveiligingsincident of het Datalek onverwijld na ontdekking  - dat wil zeggen uiterlijk binnen 24 uur na ontdekking door  Verwerker of de door haar ingeschakelde SubVerwerker of derde - schriftelijk en per e-mail aan de door Verwerkingsverantwoordelijke daartoe aangewezen functionaris [@@@] met een kopie van dat bericht aan [@@]. Voornoemde melding dient onder meer een opgave van de aard van het Beveiligingsincident of het Datalek, de geconstateerde en vermoedelijke gevolgen van het Beveiligingsincident of het Datalek voor de beveiliging en de Verwerking van Persoonsgegevens en de maatregelen die zijn getroffen om de gevolgen te verhelpen, te bevatten. Verwerker is daarnaast  gehouden Verwerkingsverantwoordelijke  te adviseren over de maatregelen voor Verantwoordelijke of Betrokkenen die zij kunnen treffen om deze gevolgen te verhelpen of te beperken. 
9.2 Partijen wijzen als aanspreekpunt in geval een Datalek de volgende functionarissen aan: [namen en e-mailadressen]. Mocht er een wijziging optreden in deze functie, dan stellen Partijen elkaar daar onverwijld schriftelijk van op de hoogte. 
9.3 Verwerker houdt een gedetailleerd logboek bij van alle Beveiligingsincidenten, evenals de maatregelen die in vervolg op dergelijke incidenten zijn genomen en geeft daar op eerste verzoek van Verwerkingsverantwoordelijke inzage in. Verwerker bewaart voornoemd logboek ten minste twee jaar na afloop van de looptijd van de Verwerkersovereenkomst en eventueel zoveel langer als volgens de (nog te publiceren) richtlijnen van de AP noodzakelijk zal zijn. 
9.4 Verwerker draagt de kosten voor onderzoek naar de oorzaken van een Beveiligingsincident en/of Datalek. 
Artikel 10 
Bewaartermijnen en teruggave gegevens 

10.1 Bij beëindiging van, of bij het verstrijken van de periode waarvoor deze Verwerkersovereenkomst is aangegaan, dienen Persoonsgegevens binnen een redelijke termijn te worden overgedragen of, op instructie  van Verwerkingsverantwoordelijke, te worden verwijderd. Dit laat het recht van Verwerker om Persoonsgegevens te bewaren om te kunnen voldoen aan een eigen wettelijke bewaarplicht onverlet, in welk geval de Verwerker de Verantwoordelijke hierover zal informeren.

10.2 Het overdragen van Persoonsgegevens zal geschieden in een algemeen aanvaard bestandsformaat. Verwerker zal Verwerkingsverantwoordelijke daarbij tevens voorzien van deugdelijke en volledige documentatie met een gedetailleerde beschrijving van de (meer specifieke) bestandsindeling waarin Verwerker de gegevens aanlevert. Verwerker zal hiervoor geen aparte kosten in rekening brengen. 
10.3 Het vernietigen van Persoonsgegevens geschiedt zo spoedig mogelijk nadat Verwerkingsverantwoordelijke daartoe de opdracht heeft gegeven. Verwerker zal Verwerkingsverantwoordelijke desgewenst bewijs verstrekken van de vernietiging van de betreffende Persoonsgegevens. Verwerker zal voor de vernietiging van Persoonsgegevens geen kosten in rekening brengen. 

Artikel 11 
Audits
11.1 Verwerker is zich bewust van de zelfstandige controlebevoegdheden van de AP en zal deze toezichthouder kosteloos toegang verstrekken en ook overigens haar medewerking verlenen aan een onderzoek met betrekking tot de op grond van deze overeenkomst verwerkte Persoonsgegevens. Verwerker is verplicht Verwerkingsverantwoordelijke onverwijld te informeren over een dergelijke controle door een toezichthoudende instantie.

11.2 Verwerkingsverantwoordelijke heeft het recht om bij Verwerker een onderzoek in te (laten) stellen met betrekking tot de (kwaliteit van) de getroffen beveiligingsmaatregelen.  De kosten van het onderzoek zijn voor rekening van Verwerkingsverantwoordelijke, tenzij de controle uitwijst dat Verwerker zich niet aan haar verplichtingen voortvloeiend uit de verwerkersovereenkomst heeft gehouden, in welk geval de kosten voor rekening van Verwerker zijn.


11.3 Verwerker is verplicht op eerste verzoek van Verwerkingsverantwoordelijke een door haar aan te wijzen onafhankelijke EDP auditor of deskundige een onderzoek te laten uitvoeren ten aanzien van de technische en organisatorische maatregelen van Verwerker ter beveiliging tegen onbevoegde toegang, verlies of tegen enige onrechtmatige vorm van verwerking van Persoonsgegevens, teneinde te doen vaststellen dat Verwerker aan het bepaalde met betrekking tot de bescherming van Persoonsgegevens, alsmede de overige in deze Verwerkersovereenkomst opgenomen verplichtingen voldoet. Verwerker verplicht zich om in dit verband de systemen, bestanden en documentatie met betrekking tot de verwerking van de Persoonsgegevens beschikbaar te houden.

11.4 Verwerker is verplicht de bevindingen van de EDP- auditor of deskundige, in de vorm van een TPM verklaring (Third Party Memorandum), op eerste verzoek, kosteloos aan Verwerkingsverantwoordelijke te verschaffen.
11.5 Verwerker zal alle redelijkerwijs benodigde medewerking verlenen aan de onderzoeken zoals beschreven in dit artikel.
11.6 Het uitvoeren van een onderzoek zal niet tot een vertraging van de door Verwerker in het kader van de Overeenkomst en deze Verwerkersovereenkomst te verrichten werkzaamheden mogen leiden. 

11.7 Verwerker zal de, naar aanleiding van het/de op grond van dit artikel uitgevoerde onderzoek(en), geconstateerde tekortkomingen binnen de daartoe door Verwerkingsverantwoordelijke te bepalen redelijke termijn verhelpen. Indien Verwerker binnen de door Verwerkingsverantwoordelijke te bepalen termijn de ernstige tekortkomingen niet heeft verholpen, heeft Verwerkingsverantwoordelijke het recht de Overeenkomst met onmiddellijke ingang te beëindigen, zonder dat Verwerker aanspraak kan maken op enige vorm van schadevergoeding in dat verband. 

Artikel 12 
Aansprakelijkheid en vrijwaring 
12.1 Verwerker vrijwaart Verwerkingsverantwoordelijke voor alle aanspraken van  derden, daaronder begrepen Betrokkenen, ter vergoeding waarvan Verwerkingsverantwoordelijke wordt aangesproken. De vrijwaring geldt slechts voor die aanspraken voortkomend uit een schending van een verplichting uit deze Verwerkersovereenkomst en/of enige wettelijke verplichting zoals vastgelegd in de Wbp, de AVG of andere toepasselijke regelgeving betreffende de verwerking van Persoonsgegevens, door Verwerker (waaronder mede wordt begrepen een schending door een door haar ingeschakelde Subverwerker).
12.2 Indien de daartoe officieel bevoegde autoriteit in het kader van haar taak als handhaver een maatregel, daaronder begrepen een boete, oplegt aan Verwerkingsverantwoordelijke en indien de oorzaak hiervan te wijten is aan het niet nakomen van de in deze Verwerkersovereenkomst gemaakte afspraken door Verwerker, dan kan Verwerkingsverantwoordelijke zowel de aan haar opgelegde boete als de overige door haar geleden schade verhalen op Verwerker. Tevens heeft Verwerkingsverantwoordelijke het recht om in voornoemde situatie de Overeenkomst met onmiddellijke ingang te beëindigen, zonder dat Verwerker aanspraak kan maken op enige vorm van schadevergoeding in dat verband.
12.3 Onverminderd het gestelde in artikel 12.2 is Verwerker aansprakelijk voor alle kosten die Verwerkingsverantwoordelijke maakt (daaronder begrepen de interne kosten) als gevolg van het optreden van een Datalek.

12.4 Verwerker zal zich gedurende de looptijd van de Overeenkomst adequaat verzekeren voor aansprakelijkheid conform dit artikel.
Artikel 13 
Overmacht 

13.1 Indien een Partij door overmacht niet aan haar verplichtingen jegens de andere Partij kan voldoen, worden die verplichtingen opgeschort voor de duur van de overmachtstoestand. Onder overmacht wordt verstaan een tekortkoming van een Partij die niet aan haar schuld is te wijten, noch krachtens de wet, rechtshandeling of in het verkeer geldende opvattingen voor haar risico komt. Onder overmacht wordt niet gerekend een tekort aan personen die zijn belast met de uitvoering van de Verwerkersovereenkomst, ziekte van bedoelde personen, verlate aanlevering of ongeschiktheid van de voor de uitvoering van de werkzaamheden benodigde zaken, tekorten in computercapaciteit of het door calamiteiten uitvallen van computerfaciliteiten, voor zover deze omstandigheden zich voordoen aan de zijde van, dan wel door toedoen van de Partij die niet nakomt c.q. tekortschiet. Voorts wordt niet onder overmacht begrepen het niet-nakomen dan wel tekortschieten van door Verwerker ingeschakelde derden en/of liquiditeits- of solvabiliteitsproblemen aan zijde van Verwerker of door Verwerker ingeschakelde derden.
Artikel 14
Wijzigingen 

14.1 Deze Verwerkersovereenkomst kan alleen schriftelijk worden gewijzigd of aangevuld.

14.2 Verwerker verklaart zich op voorhand bereid met Verwerkingsverantwoordelijke in onderhandeling te treden over wijzigingen in deze Verwerkersovereenkomst en de daarbij horende bijlagen, indien een wijziging in de verwerkte Persoonsgegevens, een wijziging in de (redelijkerwijs te verlangen) beveiligings- en/of betrouwbaarheidseisen, een wijziging in de wet- en regelgeving en/of ontwikkelingen in de rechtspraak Verwerkingsverantwoordelijke daartoe aanleiding geven. 
14.3 Indien Verwerker niet bereid is op redelijke voorwaarden met de door Verwerkingsverantwoordelijke verlangde wijziging in te stemmen c.q. te kennen geeft deze (gewijzigde) diensten niet te kunnen verrichten, dan is Verwerkingsverantwoordelijke gerechtigd deze Verwerkersovereenkomst en de bijbehorende Overeenkomst met onmiddellijke ingang op te zeggen.   
Artikel 15
 Duur en beëindiging 

15.1 Deze Verwerkersovereenkomst zal in werking treden op de datum van ondertekening. 
15.2 Deze Verwerkersovereenkomst eindigt van rechtswege indien de Overeenkomst, inclusief bijlagen tussen Partijen is geëindigd.  

Artikel 16
 Geschillen, toepasselijk recht en jurisdictie 

16.1 Deze Verwerkersovereenkomst wordt beheerst door Nederlands recht.  
16.2 Eventuele geschillen die uit deze Verwerkersovereenkomst voortvloeien of daarmee samenhangen,  worden bij uitsluiting door de Rechtbank  [naam] beslecht. 
Ondertekening 
Aldus opgemaakt in tweevoud en ondertekend:    
Datum: 






Datum: 

[naam Verwerkingsverantwoordelijke]


[naam Verwerker] 

[naam]






[naam] 

[functie]    





[functie]    

BIJLAGE 1: soort persoonsgegevens en categorieën van betrokkenen
Soort persoonsgegevens
1. Contactgegevens, (bijvoorbeeld: NAW-gegevens, e-mailadres; telefoonnummer);

2. Bancaire gegevens, (bijvoorbeeld rekeningnummer of creditcardnummer);

3. Geboortedatum;

4. [aanvullen]

Categorieën van betrokkenen:
1. Klanten;

2. Bezoekers evenementen;

3. Werknemers;

4. Contactpersoon leveranciers;
5. [aanvullen]
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